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Lobbying, Campaigning, and Other Political Activities
Must Be Addressed in Corporate Compliance Program
BY MARTHA L. COCHRAN,
ROBERT S. LITT,
AND RONALD A. SCHECHTER

O rganizations whose interests are
affected by government action

must engage with decisionmakers
at all levels of government in the
United States. It is a simple fact of
doing business.

Large corporations often have
Washington, D.C., and regional and
state offices, staffed with govern-
ment affairs employees and sup-
ported by large numbers of outside
lobbyists. The government affairs
operations of smaller companies are
more modest. But whatever their
size and scope, an organization’s
government affairs activities are
subject to strict and varying laws
and rules at the federal, state, and
local levels, which dictate:

s whether, how, and within what
limits corporations and other orga-

nizations and individuals may con-
tribute to candidates for public of-
fice;

s whether, how, and within what
limits a private party may confer
meals, entertainment, or other ben-
efits upon government officials; and

s whether and how those who
communicate with government offi-
cials about legislation or executive
action must disclose those commu-
nications and related expenditures.

Those who fail to follow the rules
face potential civil and criminal con-
sequences. The requirements are
even more complex for companies
that sell goods or services to the
government and risk losing existing
government contracts and being
barred from new ones if they fail to
comply.

Until recently, some lawmakers,
executive branch officials, lobbyists,
and business organizations have
winked at the rules and assumed lax

enforcement. But now, perhaps
more than any time in recent
memory, it is clear: The cops are on
the beat. Federal prosecutors have
shown that they will not hesitate to
target those in the private sector, as
well as those in government, who
violate these rules. Increasing num-
bers of state prosecutors also have
targeted both government officials
and private entities engaged in po-
litical corruption.

What Are the Relevant Laws?
Those with responsibility for an

organization’s government affairs
activity should be aware of key ar-
eas of the law, violation of which
could subject the organization to
potential civil and criminal liability.

Lobbying Registration, Disclosure:
The Federal Lobbying Disclosure
Act requires private parties to regis-
ter and file reports when they en-
gage in specified types of contacts
with congressional and covered ex-
ecutive branch officials, including
certain communications regarding
government contracts. Failure to
comply with the law can lead to civil
enforcement by the Department of
Justice—which announced its first
cases under the LDA last year—or
potential criminal liability for know-
ing and willful false statements in
filings required under the law.
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The lobbying laws of states, coun-
ties, and municipalities often require
far more detailed information than
the LDA. In some jurisdictions, a
single meeting between a state legis-
lator and a corporate executive or
outside consultant may trigger a lob-
bying registration obligation. Some
jurisdictions also require reports of
each meeting held with a covered of-
ficial or each meal or other gift con-
ferred upon a government official.

Gifts to Government Officials: Fed-
eral and state anti-bribery and anti-
gratuity laws make it a criminal act to
give anything of value to a govern-
ment official with intent to influence
an official act or in return for or be-
cause of an official act. The Justice
Department also uses wire and mail
fraud statutes to prosecute private
parties for corrupt payments to fed-
eral, state, and local officials on the
theory that the payment has de-
frauded the public of the ‘‘honest ser-
vices’’ of the public official. Apart
from these criminal statutes, other
federal and state laws and rules, such
as the congressional and executive
branch ethics rules, specify numer-
ous and varied limits on the value of
permissible gifts, meals, and enter-
tainment that may be given to gov-
ernment officials—creating what ap-
pear to be safe harbors within which
benefits may be provided. Even so,
prosecutors may view certain gifts,
because of their size or frequency or
the circumstances under which they
are offered, as illegal gratuities or
bribes, subjecting the giver, as well as
the recipient, to criminal liability.

The laws of many states and locali-
ties may be more stringent and pro-
vide fewer exceptions. Government
contractors with state and federal
agencies are subject to additional re-
strictions, violations of which could
result in criminal prosecution, civil
penalties, termination of a contract,
and suspension or debarment for the
contractor/donor.

Campaign Finance: Federal law pro-
hibits the use of corporate funds and
corporate facilities in support of can-
didates for federal office, except in
limited circumstances. Corporate ex-
ecutives should understand that civil
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and criminal charges may follow an
executive’s use of company person-
nel for federal fund-raising activities
or any reimbursement by the com-
pany, by bonus or otherwise, of an
employee’s campaign contribution.

The Bipartisan Campaign Reform Act
of 2002 increased civil and criminal
penalties for federal election law vio-
lations, and the Justice Department
has said that enforcement of the law
is a priority. Prosecutors may view
otherwise legal campaign contribu-
tions, in light of relevant circum-
stances, as bribes or illegal gratuities.

States and municipalities in most
cases impose limits on the dollar
value of contributions, may prohibit
corporate contributions, may require
reporting of contributions by donors,
and also may limit or prohibit contri-
butions facilitated by lobbyists or
made at times when the legislature is
in session.

Heed the Warning
The willingness of prosecutors and

other enforcement officials to seek
criminal, civil, and contractual penal-
ties for violations of these laws
should serve as a warning to any po-
litically active company: A compli-
ance program for government affairs
is just as important as a program for
insider trading, antitrust, environ-
mental law, or other areas of poten-
tial organizational liability.

The Department of Justice guide-
lines used by prosecutors in deter-
mining whether to bring criminal
charges against corporations for the
acts of their employees, known as the
Thompson Memo, cite ‘‘[t]he exist-
ence and adequacy of the corpora-
tion’s compliance program’’ as an im-
portant factor in deciding whether to
prosecute. Similarly, the Securities
and Exchange Commission in its Sea-
board Report and statements of
policy has emphasized the impor-
tance of an effective corporate com-
pliance system in the commission’s
evaluation of whether to bring an en-
forcement action against, or seek
substantial civil fines from, a corpora-
tion. The Federal Acquisition Regula-
tion, which governs virtually all fed-
eral government procurements, iden-
tifies whether a contractor had
‘‘effective standards of conduct and
internal control systems in place’’ as
a key factor in deciding whether to
suspend or debar the contractor
based upon wrongdoing by its em-
ployees.

The U.S. Sentencing Guidelines
for Organizations provide for a sub-
stantial reduction in a corporation’s
sentence if the corporation has an ef-
fective compliance and ethics pro-
gram. The guidelines emphasize the
importance of commitment by senior
management and the board of direc-

tors to the program. Although the Su-
preme Court last year in United
States v. Booker, 543 U.S. 220 (2005),
held that the guidelines were no
longer mandatory, most federal
judges continue to afford them great
weight in sentencing, and the guide-
lines’ discussion of compliance pro-
grams remains influential.

Let Guidelines Be Your Guide
No single compliance program can

be effective in all companies and all
situations. However, the sentencing
guidelines identify seven elements to
determine whether a compliance pro-
gram is sufficiently effective to justify
mitigation of sentence. In the govern-
ment affairs context, these criteria
provide important guidance in devel-
oping a governmental affairs compli-
ance program.

First, establish standards and pro-
cedures to prevent and detect crimi-
nal conduct.

The first step is to identify the le-
gal requirements that govern the
company’s business. As discussed
above, the key areas of law governing
most organizations’ government af-
fairs activities in the United States
are lobbying laws, ethics and gifts re-
strictions, and campaign finance
laws. Government contractors also
must comply with broad and detailed
procurement-related laws and rules.

A company’s policy statement
typically would state—in strong and
unambiguous language—its policy of
complying with all relevant federal
and state laws and regulations and its
policy on key issues. It may address,
among other things, corporate policy
on activities that may be legal in
some jurisdictions but prohibited un-
der company policy (or permitted
only with specified approval), such as
whether corporate funds may be used
to provide benefits or other gifts to
government officials or to charities
designated by them and whether cor-
porate funds may be used for cam-
paign contributions in states where
such contributions are legal.

The company should develop writ-
ten procedures that employees must
follow. An informal ‘‘practice’’ is no
substitute for written procedures.
Such procedures might require writ-
ten approval by specified individuals
or require submission of a form con-
firming that appropriate legal review
has been conducted in connection
with any request for payment of ex-
penses for an event attended by gov-
ernment officials. The procedures
also might call for employee ‘‘check-
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lists’’ or other mechanisms to capture
information required for filing accu-
rate lobbying activity expenses with a
government agency.

Although the size and formality of
the government affairs compliance
program may vary with the organiza-
tion, what is important is that some
program be designed to prevent vio-
lations, that it be implemented and
followed, and that it be memorialized
in writing.

Second, provide appropriate
oversight.

The sentencing guidelines state
that a company’s board of directors
should be knowledgeable about, and
exercise oversight over, the organiza-
tion’s compliance program, and that
high-level personnel must be as-
signed overall responsibility for it.
Specified individuals must be del-
egated day-to-day responsibility and
given adequate resources for the pro-
gram, reporting periodically to high-
level personnel and to the board.

The appropriate level of board and
senior management oversight of the
company’s government affairs com-
pliance program will differ, depend-
ing upon the scope of the company’s
government affairs activity and the
risks it may present. However, some-
one must be accountable for day-to-
day compliance responsibilities. Ide-
ally, this should be someone who
does not have line responsibility for
the success of the government affairs
efforts. The legal department consti-
tutes an important component of the
organization’s government affairs
compliance infrastructure.

Those with responsibility for su-
pervision should identify all employ-
ees whose conduct or decisionmak-
ing could lead to a violation of the rel-
evant laws. Typically, these will be
employees who have lobbying or
other government affairs responsi-
bilities in the relevant jurisdictions. If
the company is a government con-
tractor, members of the company’s
sales force also should be included.
Someone within the company should
be assigned responsibility for ensur-
ing compliance by outside
consultants.

Supervisors should have explicit
responsibility for compliance with
the requirements of law and company
policy, and someone should be
tasked with disseminating compli-
ance materials.

Third, exclude high-risk individu-
als from government affairs activity.

The sentencing guidelines state
that a company must use reasonable

efforts to ensure that individuals who
have engaged in illegal activities or
conduct inconsistent with effective
compliance are not allowed to exer-
cise substantial authority within the
organization. While this guideline
speaks to management of the corpo-
ration generally, it offers useful guid-
ance to those responsible for staffing
a government affairs operation.

An informal ‘‘practice’’ is no

substitute for written procedures.

In the areas of political and pro-
curement law, this element may be
most relevant in the selection of out-
side lobbyists and consultants, but it
also applies to any employee who
may be given discretion in the con-
duct of any government affairs effort.
Some companies delegate substantial
discretion to retained lobbyists or
business development specialists,
particularly at the state and local lev-
els where a national company may
have inadequate knowledge of what
‘‘buttons to push,’’ or otherwise may
lack the connections to reach govern-
mental decisionmakers. It is not satis-
factory simply to hire lobbyists and
consultants and send them on their
way. Their activities should be moni-
tored and their expense vouchers
carefully reviewed. An ‘‘expense’’
submitted for payment may actually
represent an illegal gift to a govern-
ment official. Employees of the orga-
nization responsible for compliance
should be alert to any ‘‘red flags’’
suggesting possible illegal activity.

Fourth, periodically communicate
the standards and procedures.

This may be done by requiring
participation in training programs or
by disseminating publications that
explain in a practical manner what is
required. Managers must receive
training on the legal requirements ap-
plicable to their areas of responsibil-
ity. They, in turn, must ensure that
their subordinates and the company’s
agents understand their compliance
responsibilities.

Many companies have policies re-
lating to gift-giving, political contri-
butions, and lobbying in their codes
of conduct. However, a generalized
code of conduct of a large corpora-
tion that speaks to a variety of sub-
jects cannot address the specific pro-
cedures necessary in each area of po-
tential liability.

Policies and procedures specific to
government relations and govern-
ment sales should be disseminated to
those who need to know. For ex-
ample, a brief description of the legal
requirements governing the use of
corporate resources for political ac-
tivity, as well as the company’s own
policies and procedures, could be
sent to all employees who may be in
a position to violate these require-
ments. The company may send a no-
tice to all employees stating that no
employee may engage in political ac-
tivity during his or her working hours
or use corporate resources to further
such activity, unless specific approval
has been given by a designated indi-
vidual. There should be a flat state-
ment that no employee can expect re-
imbursement from the company for
any political contribution; such reim-
bursement likely will be found to be
illegal, even in jurisdictions where
corporate contributions are them-
selves legal. Employees and agents
should be asked to certify that they
have read and will abide by appli-
cable policies.

Fifth, monitor and audit for com-
pliance, and provide and publicize a
system for reporting potential or ac-
tual wrongdoing without fear of
retaliation.

Some organizations ask outside
counsel to audit their political action
committee and other risk areas, such
as their procedures for hosting candi-
dates or government officials, captur-
ing employee lobbying expenses, or
approving corporate funding of ven-
ues or events to which government
officials may be invited, such as sta-
dium boxes or cultural events.

A key aspect of an effective report-
ing system lies in the company’s as-
surance to potential whistleblowers
that they will face no retribution.
Even if there is no fear of organiza-
tional retaliation, if the working envi-
ronment fosters unofficial punish-
ment for the individual encouraged to
report violations by fellow workers,
then the system will prove unwork-
able. There must be a tone at the top
of the organization that encourages
compliance and supports those who
report improper or illegal conduct.

Sixth, provide incentives and disci-
pline to promote compliance, includ-
ing discipline of individuals respon-
sible for the failure to take reason-
able steps to prevent or detect an
offense.

Employees and agents must un-
derstand in advance the conse-
quences of noncompliance and ap-
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preciate that the same standards will
be applied to offenders regardless of
their position within, or their per-
ceived value to, the company.

Seventh, respond appropriately to
violations and take steps to prevent
similar conduct, including modifying
the program.

The program itself should pre-
scribe measures to be taken, if an of-
fense occurs, to review the policies
and procedures and to amend them if
necessary to reduce the likelihood
that the offense will be repeated. Out-
side counsel frequently is called in at
this point and may evaluate the of-
fense and the programmatic mea-
sures that might have failed to pre-

vent the commission or detection of
the offense.

Government Will Want to Know
The program that will work for a

particular company must be tailored
to fit. It is essential that any politically
active company have such a program,
that management be fully committed
to it, that high level personnel within
the company be charged with respon-
sibility for it, and that all employees
and agents whose activities might
lead to potential criminal liability for
the organization be well-informed of
their responsibilities and effectively
supervised for compliance.

The key questions that a govern-
ment agency will ask in assessing a

compliance program that has failed
to prevent a violation of law will be:

s Was this a genuine effort, to
which top management was fully
committed, to prevent and detect vio-
lations of law?

s Was it designed and imple-
mented effectively? Or was it simply a
paper program, pretending to en-
courage compliance but really con-
doning wrongdoing?

In the era of increased attention to
political law violations, government
affairs and marketing compliance
should be a priority for all companies
active in this area. The development
and implementation of an effective
program is well worth the effort.
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