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The Council of the European Union recently 
published an updated and now effectively final 

draft version of Europe’s forthcoming landmark regu-
lation for the digital economy, the Digital Markets Act 
(“DMA”). The DMA will require large digital plat-
form companies to adhere to a long list of obligations 
and prohibitions, forcing many of them to signifi-
cantly change the way they interact with consumers, 
business partners and competitors. Responding to 
criticism that ex post enforcement of competition law 
has not led to sufficiently fair and contestable digital 
markets, the EU is now turning to heavy-handed ex 
ante regulation of so-called “gatekeepers.”

The new draft consolidates all amendments to 
the European Commission’s (Commission) initial 
draft that were negotiated between the Council and 
the European Parliament and is therefore likely to 
be final. Under the timeline foreseen in the DMA, 
the summer of 2023 will be spent “designating” the 
gatekeeper companies and their covered digital ser-
vices while gatekeepers will need to comply with 
the DMA’s substantive prohibitions and obligations 
as of spring 2024.

The DMA has the potential to fundamentally 
change the digital economy in Europe and beyond. 
The DMA challenges gatekeepers’ established busi-
ness and monetization practices, poses significant 
legal compliance challenges and requires far-reach-
ing changes to their technical infrastructure. For 
gatekeepers’ business partners and smaller competi-
tors, the DMA is expected to bring new business 
opportunities. End customers will benefit from bet-
ter control over their data and greater choice.

That said, the DMA comes with high com-
plexity, the team that will enforce the DMA at 
the European Commission (“Commission”) has 
not yet been set up, and more detailed guidelines 
remain to be published. There are still many open 
questions affecting the practical implementation of 
the DMA.
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APPLICATION OF THE DMA TO CORE 
PLATFORM SERVICES OF DIGITAL 
GATEKEEPERS: THE DESIGNATION 
PROCESS

The DMA applies to so-called “gatekeepers” that 
operate at least one “core platform service” (“CPS”).

Core Platform Services
Article 2(2)1 defines 10 different types of CPS: 

online intermediation services, online search 
engines, online social networking services, video-
sharing platform services, number-independent 
interpersonal communications services, operating 
systems, web browsers, virtual assistants, cloud com-
puting services, and online advertising services that 
are linked to another CPS. Connected televisions, 
which the European Parliament wanted to add, are 
not included in the final list.

Qualitative Gatekeeper Criteria
A company providing a CPS (a “CPS provider”) 

will be considered a gatekeeper if the Commission 
finds by means of a formal designation decision that 
it meets the DMA’s gatekeeper criteria. Article 3(1) 
defines a gatekeeper as a company that:

• Has a significant impact on the internal market;

• Provides a CPS which is an important gateway 
for business users to reach end users; and

• Enjoys, or is expected to enjoy in the near 
future,2 an entrenched and durable position in its 
operations.

Article 3(8) enables the Commission to desig-
nate a company as a gatekeeper directly on the basis 
of these qualitative criteria, although this would first 
require a lengthy market investigation that takes 
account of factors like barriers to entry, user lock-
in and other aspects. The Commission is unlikely 
to designate gatekeepers on the basis of only these 
qualitative criteria anytime soon.

Quantitative Gatekeeper Presumption 
Criteria

Instead, the first round of gatekeepers will be 
designated on the basis of quantitative presumption 
criteria that look at the size of the CPS provider 
and number of its active users. Under Article 3(2), 

a company is presumed to satisfy the qualitative 
gatekeeper criteria of Article 3(1) under the fol-
lowing circumstances: (i) the company provides the 
same CPS in at least three EU Member States and, 
at a group-wide level, achieved an annual turnover 
of at least €7.5 billion within the EU in each of 
the last three financial years, or a market valuation 
or equivalent fair market value of at least €75 bil-
lion in the last financial year, and (ii) the CPS in 
question had, in each of the company’s last three 
financial years, at least 45 million monthly active 
end users established or located in the EU, and at 
least 10,000 yearly active business users established 
in the EU.3

CPS providers have to assess if they meet these 
quantitative presumption criteria and, if that is the 
case, self-report to the Commission under Article 
3(3). This notification will normally be followed by 
a Commission decision designating the gatekeeper 
and each of its relevant CPS meeting the criteria 
as being subject to the DMA. Article 3(5) allows 
CPS providers to put forward rebuttal arguments to 
convince the Commission that despite meeting the 
presumption criteria they do not meet the quali-
tative gatekeeper designation criteria for an indi-
vidual CPS.

However, the hurdles for a successful rebut-
tal are high and the Commission only needs to 
consider such arguments in more detail if they 
“manifestly put into question” the presumption. 
Several procedural rules of the DMA and a threat 
of significant fines seek to encourage the CPS 
provider’s transparency and good faith coop-
eration with the Commission in the designation 
process.

Likely Outcome of Designation Process
It is expected that Alphabet, Amazon, Apple, 

Meta, and Microsoft meet the quantitative pre-
sumption criteria with regard to several of their 
services. It remains to be seen which other compa-
nies will be designated as gatekeepers. An estimate 
of 15-20 companies has been suggested in the press, 
but this count may change and is in any event likely 
to increase over the years as more and more com-
panies meet the quantitative presumption criteria. 
Gatekeeper designations will be made public and 
are specific to individual CPS so that a company 
may fall under the DMA for some of its CPS but 
not for others.
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KEY OBLIGATIONS AND 
PROHIBITIONS OF DESIGNATED 
GATEKEEPERS: ARTICLES 5-7

Six months following its designation, a gatekeeper 
will have to comply with the far-reaching prohibi-
tions and obligations set out in Articles 5 and 6 in 
respect of each of its CPS listed in the designation 
decision. The DMA’s prohibitions and obligations 
are largely inspired by behavior of digital platform 
companies that the Commission and Member State 
competition authorities have investigated under 
competition law in the last several years, albeit with 
mixed real-life impact and under timelines consid-
ered inadequate for the fast-moving digital world. 
Under the DMA, these prohibitions and obligations 
apply to all gatekeepers and all types of CPS follow-
ing the designation.

Article 5
Article 5 includes the following prohibitions and 

obligations:4

• Prohibition of Data-Mixing without Consent (Article 
5(2)): the gatekeeper shall not combine or cross-
use personal data from a CPS with personal data 
from its other services, and shall not process for 
the purpose of providing online advertising ser-
vices personal data of end users collected from 
third party business users of the CPS, in each case 
unless the user grants valid consent, which the 
gatekeeper can ask for only once per year;

• Prohibition of Wide and Narrow Most-Favored 
Nation Clauses (Article 5(3)): the gatekeeper shall 
not prevent business users from offering, outside 
of its online intermediation service, the same 
products or services to end users at different 
prices or conditions than on its platform;

• Obligation to Allow Off-Platform Dealings—No 
Anti-Steering (Article 5(4)): the gatekeeper shall 
allow business users to promote their offers, 
receive payments and conclude contracts with 
end users outside the gatekeeper’s CPS;

• Obligation to Allow On-Platform Use (Article 5(5)): 
the gatekeeper shall allow end users to access and 
use, through its CPS, content, subscriptions, fea-
tures or other items by using the software appli-
cation of a business user, including where these 

items have been acquired by the end users from 
the business user without using the gatekeeper’s 
CPS;

• Prohibition of Hindering Legal Challenges to 
Gatekeepers’ Practices (Article 5(6)): the gatekeeper 
shall not prevent or restrict business users or end 
users from raising any issue of non-compliance 
with relevant EU or national law by the gate-
keeper with relevant public authorities, includ-
ing national courts;

• Prohibition of Tying a CPS with Ancillary Services 
(Article 5(7)): the gatekeeper shall not require 
business users or end users of a CPS to use, offer, 
or interoperate with a gatekeeper’s identifica-
tion service, web browser engine or payment 
service in the context of services offered by a 
gatekeeper’s business user through the gate-
keeper’s CPS;

• Prohibition of Tying Different Types of CPS (Article 
5(8)): the gatekeeper shall not require business 
users or end users of a CPS to also use another 
CPS that has been listed in the designation deci-
sion or that meets the user number thresholds of 
the quantitative presumption expressed in Article 
3(2)(b);

• Obligation of Transparency Towards Advertisers 
(Article 5(9)): the gatekeeper shall provide, free of 
charge and on a daily basis, advertisers (or their 
authorized third parties) who are customers of 
its online advertising services with a range of 
detailed information on, broadly speaking, the 
use of its advertising services and payments from 
publishers and advertisers; and

• Obligation of Transparency Towards Publishers (Article 
5(10)): the gatekeeper shall provide, free of 
charge and on a daily basis, publishers (or their 
authorized third parties) who are customers of 
its online advertising services with a range of 
detailed information on, broadly speaking, the 
use of its advertising services and payments from 
publishers and advertisers.

Article 6
Article 6 includes the following prohibitions and 

obligations:5
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• Prohibition of Using Business User Data to Compete 
with Business Users (Article 6(2)): the gatekeeper shall 
not use in competition with business users any data 
not publicly available which is generated or pro-
vided by those business users in the context of their 
use of the relevant CPS, including data generated 
or provided by the business users’ end customers;

• Obligation to Offer Configuration Choices (Article 
6(3)): the gatekeeper shall allow and technically 
enable end users to:

◦ Easily un-install software applications on its 
operating system;

◦ Change default settings on its operating sys-
tem, virtual assistant and web browser that 
direct or steer end users to products or ser-
vices provided by the gatekeeper; and

◦ Provide end users choice screens, upon the 
first use, regarding the online search engine, 
virtual assistant or web browser that will be 
used by default;

• Obligation to Open Operating Systems to Third-Party 
Apps and App Stores (Article 6(4)): the gatekeeper 
shall allow and technically enable the installation 
and use and access to competing third-party soft-
ware applications or software application stores 
on its operating system;

• Prohibition of Self-Preferencing in Rankings (Article 
6(5)): the gatekeeper shall not treat more favor-
ably in ranking and related indexing and crawl-
ing, its own services and products compared to 
similar services or products offered by third par-
ties on its platform, and shall apply transparent, 
fair and non-discriminatory conditions to rank-
ings and related indexing and crawling;

• Prohibition of Blocking Access from a Platform to 
Third-Party Apps and Services (Article 6(6)): the 
gatekeeper shall not restrict the ability of end 
users to switch between, or subscribe to, different 
software applications and services to be accessed 
using the gatekeeper’s CPS;

• Obligation to Offer Interoperability with Operating 
Systems and Virtual Assistants (Article 6(7)): the 

gatekeeper shall allow providers of services and 
hardware far-reaching interoperability with, and 
related access to hardware and software features 
accessed or controlled via its operating system or 
virtual assistant;

• Obligation to Offer Advertising Performance Measuring 
Tools and Data (Article 6(8)): the gatekeeper shall 
provide advertisers and publishers, and third par-
ties authorized by them, upon their request with 
access to performance measuring tools and suf-
ficient data for advertisers and publishers to carry 
out their own verification of the ad inventory;

• Obligation to Enable End User Data Portability 
(Article 6(9)): the gatekeeper shall provide end 
users and third parties authorized by them, upon 
their request and free of charge, with effective 
portability of data provided by the end user or 
generated through the end user’s activity on the 
CPS, including by the provision of continuous 
and real-time access to such data;

• Obligation to Grant Business Users Access to Data 
Resulting from Their Activity on the Platform (Article 
6(10)): the gatekeeper shall provide business users 
and third parties authorized by them, upon their 
request, free of charge with effective, high-quality, 
continuous and real-time access and use of data 
that is provided for or generated in the context of 
the use of the relevant CPS (or related services) 
by those business users and their end users;

• Obligation to Grant Competitors FRAND Access 
to Online Search Data (Article 6(11)): the gate-
keeper shall provide, on fair, reasonable and non-
discriminatory (“FRAND”) terms, competing 
online search engines with access to ranking, 
query, click and view data in relation to searches 
generated by end users on its online search 
engine;

• Obligation for App Stores, Search Engines and Social 
Networks to Deal with Business Users on FRAND 
General Conditions of Access (Article 6(12)): the 
gatekeeper shall apply and publish FRAND 
general conditions for business users’ access to 
software application stores, online search engines 
and online social networking services listed in 
the designation decision; and
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• Prohibition of Frustrating the Termination of Services 
(Article 6(13)): the gatekeeper shall not use dis-
proportionate general conditions for terminat-
ing a CPS and not to make their exercise unduly 
difficult.

Article 7
Article 7 includes detailed rules requiring a des-

ignated gatekeeper providing number-independent 
interpersonal communication services to provide 
interoperability for the benefit of other providers 
of such services. Different types of sub-services will 
progressively fall under the interoperability obliga-
tion at different points in time.

Direct Applicability with Possibility of Commission 
Guidance

Gatekeepers must ensure compliance with Articles 
5, 6 and 7 without there being a need for any prior 
implementation act from the Commission. They can 
be fined or face other consequences if they fail to 
do so. Article 8 empowers the Commission either on 
its own initiative or upon request of the gatekeeper 
to specify by means of a decision and following an 
investigation involving also market testing the mea-
sures that a gatekeeper must implement to effectively 
comply with Article 6. To avoid the use of Article 8 for 
delaying tactics, Article 8(3) grants the Commission 
discretion in deciding whether to engage in such a 
process upon the gatekeeper’s request.6

However, separately from this formal guidance 
process under Article 8, the Commission is expected 
to be open to engaging in an informal dialogue 
with potential gatekeepers about how to achieve 
compliance with Articles 5, 6 and 7. It will gener-
ally be in a gatekeeper’s interest to make extensive 
use of this dialogue.

Annual Compliance Reports
On an annual basis, gatekeepers must provide the 

Commission with a detailed report that describes 
the measures taken by the gatekeeper to comply 
with Article 5, 6 and 7. Non-confidential summa-
ries of these reports will be made public.

ADDITIONAL OBLIGATIONS OF 
GATEKEEPERS

The DMA also imposes other obligations on 
designated gatekeepers. The most important ones 
are the following.

Information About Planned Transactions
Article 14 obliges gatekeepers to inform the 

Commission in advance of any intended transac-
tion where the merging entities or the target of 
the transaction “provide core platform services or 
any other services in the digital sector or enable 
the collection of data.” This broad wording sug-
gests that a gatekeeper will have to inform the 
Commission ex ante of almost any merger or 
acquisition transaction it engages in. While the 
DMA does not create merger control review 
powers, the Commission can use the informa-
tion obtained under Article 14 to activate its 
review powers under the EU Merger Regulation 
(“EUMR”), notably in the context of the referral 
mechanism of Article 22 EUMR.

Moreover, the Commission will share the infor-
mation obtained under Article 14 with the Member 
States so they can assess whether national merger 
control review powers should be exercised for a 
given transaction. While the reporting obligation 
for transactions imposes a significant compliance 
burden on gatekeepers, several observers claim that 
a mere reporting obligation lacks teeth and that 
the European merger control system should be 
amended to more effectively control acquisitions by 
gatekeepers.

Annual Audit of Consumer Profiling 
Techniques

Article 15 requires gatekeepers to annually sub-
mit to the Commission an independently audited 
description of any techniques for profiling of con-
sumers that the gatekeeper applies to or across its 
core platform services listed in the designation 
decision. The gatekeeper has to make an overview 
of that description publicly available.

Mandatory Company-Internal Compliance 
Function

Article 28 obliges designated gatekeepers to set 
up a company-internal compliance function that is 
independent from the operational functions of the 
gatekeeper.

STRONG ENFORCEMENT

Commission Powers
The Commission is the key enforcer of 

the DMA. The DMA grants the Commission 
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extensive investigative powers that are similar to 
the Commission’s enforcement powers under EU 
competition law, such as the possibility to conduct 
dawn raids. Member State competition authorities 
remain free to use national powers to investigate 
non-compliance of a gatekeeper with the obliga-
tions of Articles 5, 6 and 7 in their territories, but 
the Member States are not empowered to take any 
substantive decisions and the Commission can take 
over the procedure at any time.

Commission Enforcement Structure
While the exact enforcement structure within 

the Commission still has to be decided, it has been 
announced that it will combine structures of the 
Directorate-General for Competition, or DG COMP, 
and the Directorate-General for Communications 
Networks, Content and Technology, or DG 
CONNECT. The personnel resources required for 
an effective enforcement are still being discussed. 
Many observers are concerned about a shortage of 
staff that would lead to underenforcement.

High-Level Coordination Group
Given the DMA’s links to other areas of law, 

Article 40 foresees the establishment of a high-
level group for the Digital Markets Act, com-
posed of existing European enforcement bodies 
and networks that deal with electronic commu-
nications, data protection, competition, consumer 
protection and audio-visual media. The high-
level group will provide advice and expertise to 
the Commission.

Residual Member State Powers
In addition to keeping the possibility to inves-

tigate potential infringements of Article 5 - 7 (but 
not to take substantive decisions), Member States 
generally remain free to enforce competition law 
against gatekeepers, although Article 1(6)(b) states 
that national competition rules prohibiting unilat-
eral conduct (as opposed to agreements or mergers) 
can only be applied to gatekeepers to impose “addi-
tional obligations” on gatekeepers. The effect of this 
provision remains to be seen.

Of particular practical relevance is the question 
whether the German Federal Cartel Office will be able 
to continue to apply Section 19a of the German Act 
against Restraints of Competition against gatekeepers. 
This provision, introduced only in 2021, enables the 

German national competition authority to act against 
large digital platform companies such as Alphabet or 
Meta without having to conduct traditional abuse of 
dominance investigations. Article 38 requires Member 
State competition authorities to coordinate with the 
Commission when applying national competition law 
(other than merger control) to gatekeepers.

EU Competition Law
Separately, the Commission remains free to con-

tinue to apply EU competition law with regard to 
gatekeepers, although a key goal of the DMA is to 
reduce the need for evidence-heavy and time-con-
suming competition investigations.

High Fines
Designated gatekeepers that do not comply with 

the DMA could face fines of up to 10% of their 
total worldwide turnover in the preceding finan-
cial year, with the fine increasing to up to 20% for 
repeat infringers.

Other Consequences of Infringements
If a designated gatekeeper systematically fails to 

comply with the DMA (i.e., the Commission has 
adopted within a period of 8 years three decisions 
against the gatekeeper under Article 29 finding 
non-compliance with the prohibitions and obliga-
tions of Articles 5 - 7), the Commission can open a 
market investigation for systemic non-compliance 
under Article 18 and, if necessary and proportion-
ate, impose any behavioral or structural remedies or 
ban the gatekeeper from acquiring other companies 
for a certain period of time. At least in theory, such 
remedies could also comprise company break-ups.

The DMA grants the Commission 
extensive investigative powers that 
are similar to the Commission’s 
enforcement powers under EU 
competition law, such as the possibility 
to conduct dawn raids.

Private Actions
Moreover, private claimants can bring actions 

against non-compliant gatekeepers before the 
courts of EU Member States. There will be some 
need of clarification of the precise admissibility 
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requirements for private claims, but available rem-
edies should include damages and injunctions. As 
such, private enforcement could develop into a 
powerful tool for gatekeepers’ business customers 
and competitors to ensure gatekeepers comply with 
the DMA. Article 39 foresees cooperation of the 
Commission with Member State courts with regard 
to the application of the DMA. Article 42 clarifies 
that representative consumer actions can be brought 
for infringements of the DMA.

IMPACT ON GATEKEEPERS AND 
NON-GATEKEEPERS

Gatekeepers
Potential gatekeepers should swiftly finalize their 

internal assessment of whether they meet the gate-
keeper presumption criteria for any of their CPS and, 
if they do, start a dialogue with the Commission in 
preparation of submitting the required self-reporting 
notification to the Commission. In parallel, it will be 
in their interest to review each of the DMA’s obliga-
tions and prohibitions to assess whether compliance 
will require a change to their current commercial 
practices. This process potentially requires engaging in 
a dialogue with the Commission about the exact way 
of achieving compliance with some of the require-
ments. The potential risk of getting it wrong is signifi-
cant. There is a clear desire of the European Parliament 
and the Council as the key legislative institutions and 
from the Commission as the key enforcer to make the 
DMA a success and to change the way digital markets 
operate, thus suggesting that the Commission will not 
shy away from invoking its enforcement powers.

Business Partners
Current or potential business partners of gate-

keepers may want to consider early on what a 
potential change to a gatekeeper’s business practice 
will mean for them. Generally, the DMA aims at 
providing more flexibility for these business part-
ners. Understanding these changes at an early stage 
may be a key to generate significant value.

Competitors
Competitors of gatekeepers that are not them-

selves gatekeepers may see their competitive posi-
tions improved by the fact that they do not have to 
respect the obligations and prohibitions imposed by 
the DMA. They will also benefit from an increased 

ability of users to switch, including through multi-
homing, from a gatekeeper CPS to competing ser-
vices, and may be able to obtain intelligence on a 
gatekeeper’s business by invoking the DMA obliga-
tions as a business user, or on behalf of end users.

Consumers
Consumers will benefit in various ways if the digi-

tal economy becomes more contestable and fair. Some 
of the gatekeeper obligations will also more directly 
lead to greater consumer choice and flexibility, for 
example those that will make it easier for consumers 
to switch to other online services or multi-home.

Outlook
Once finally adopted, the DMA will be a legisla-

tive milestone. While its real-life impact remains to 
be seen over the coming years, it will significantly 
change how digital markets operate today. This cre-
ates risks for potential gatekeepers and opportuni-
ties for non-gatekeepers.

Understanding the legal framework over the 
coming months will be important for all market 
players.

Notes
 1. Throughout this article, and unless otherwise noted, all 

references are to the July 11, 2022 draft version of the 
DMA. 

 2. Under Article 17(4), the Commission can designate 
companies that do not yet enjoy an entrenched gate-
keeper position but are likely to do so in the near future 
as emerging gatekeepers, and impose on them a sub-set 
of the prohibitions and obligations that apply to gate-
keepers. These situations are most likely to arise on mar-
kets that are close to a tipping point.

 3. An annex to the DMA sets out specific rules how to 
count end users and business users, but questions can be 
expected to arise.

 4. For reasons of brevity, this article does not capture all 
nuances.

 5. For reasons of brevity, this article does not capture all 
nuances.

 6. The Commission can take decisions under Article 8 
also: (i) upon the gatekeeper’s request, with regard to the 
obligations under Article 7, and (ii) upon its own ini-
tiative, if the Commission suspects that the gatekeeper 
is trying to circumvent its obligations in the sense of 
Article 13, with regard to the obligations and prohibi-
tions under Article 5 and 7.
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